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REDUCING RISK FOR THOSE 

WHO FACE IT EVERY DAY

In today’s environment, safety and security 
must always be front of mind. It’s crucial to 
ensure these risks are identified, mitigated 
and managed as effectively as possible.
That’s where we come in.

Security Consulting Group (SCG) provides 
independent security and communications 
engineering, and security threat and risk 
consultancy services, to clients operating in 
challenging security environments.

Founded in 2014, we have since grown to 
become one of Australia’s largest and most 
experienced security and communications 
consultancies, with offices in five states and 
territories, and a large team of  
SCEC-approved consultants, engineers 
and project managers drawn from diverse 
security backgrounds.

It is this diversity of expertise and 
experience, technical knowledge and skills, 
that enable us to deliver bespoke solutions 
and optimal security outcomes to some 
of Australia and New Zealand’s largest 
private operators and state and federal 
governments.

ABOUT US

“ “Our team has a proven track record   
  across a broad range of market sectors  

  and we’re proud of our contribution   
  to the delivery of many complex   

  and iconic projects.”  



OUR MARKETS

DEFENCE 
SCG provides end-to-end 
solutions to support defence 
entities, from new capability 
acquisition, during operation 
and through to retirement or 
disposal.

JUSTICE 
From prisons and police stations 
to courthouses, emergency 
services headquarters and training 
facilities, we’ve worked with nearly 
every provider in the sector in 
Australia and NZ to ensure these 
complex environments are both 
safe and secure.

GOVERNMENT & 
NATIONAL SECURITY 
Our consultants know your 
entity and have the specialist 
knowledge to meet the most 
challenging security scenarios, 
protecting our national interests 
both domestically and overseas.

TRANSPORT 
We all rely on secure transport 
systems and infrastructure to 
move bulk goods or travel across 
cities, across the country and 
internationally. We understand 
the security risks facing the 
transport industry, from air and 
road to rail and sea.

SOCIAL 
INFRASTRUCTURE 
We provide services for protection 
of all forms of social infrastructure, 
including the healthcare, financial, 
resources, education, cultural, 
industrial and commercial sectors.

DATA & TECHNOLOGY 
Our consultants have 
extensive experience providing 
security planning, design 
and engineering, and risk 
management, for some of 
Australia’s largest data centres 
and technology providers.

SCG OPERATES ACROSS ALL  

MARKET SECTORS, WITH A FOCUS 

ON HIGH-SECURITY ENVIRONMENTS.

We pride ourselves on being a trusted and 
responsive business partner, and have 
developed ongoing relationships with over  
150 of Australia’s largest government 
agencies, private entities and complex 
infrastructure owners, developers and 
operators. With offices in five states and 
territories, we’re ideally situated to see the big 
picture while understanding local issues and  
our clients’ requirements.
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THE SCG DIFFERENCE

END-TO-END SOLUTIONS 
While others provide part of the equation, at 
SCG we provide expertise across the security 
risk management, design, engineering and 
technology spectrum, for truly holistic and 
integrated security solutions.

WE DON’T SHY AWAY     
FROM CHALLENGES 
Some environments have an inherently high 
level of risk. We’re used to working in areas 
of high exposure or greatly increased threat 
level and embrace, rather than avoid, the 
opportunity to use our specialist knowledge 
and strategies to help to mitigate your security 
risk to the lowest level practicable.

SPECIALIST EXPERTISE & 
REAL-WORLD PERSPECTIVE 
We are independent specialists from diverse 
security backgrounds. Our team members 
have a depth of real-world experience, 
meaning we understand your world and its 
security complexities.

NATIONAL FOOTPRINT 
With offices in Melbourne, Canberra,  
Sydney, Brisbane and Perth, we have a 
national footprint where needed, coupled  
with an understanding of local requirements. 

PROTECTIVE SECURITY 
Our dedicated team of protective security 
consultants and engineers are well versed 
in the practical application of the Protective 
Security Policy Framework (PSPF) and 
specialise in all forms of physical (physec), 
personnel (persec), information (infosec) and 
governance (govsec) security.

SCEC-APPROVED 

CONSULTANTS 
Our nationwide team includes ASIO T4 and 
SCEC-approved security consultants able to 
advise government and private sector clients 
in accordance with the PSPF and ASIO 
Technical Notes for security zone construction.

CLIENT FOCUSSED & AGILE 
We provide a client-focussed, high-quality 
service, agile to your requirements.

DESIGN & INFORMATION 
MODELLING 
SCG can provide clients with market-leading 
design solutions such as Security Information 
Modelling (SIM), to instantly and accurately 
model security designs, allowing you to 
visualise and mitigate security issues during 
the planning and design phase.

OUR APPROACH IS CENTRED  

AROUND UNDERSTANDING AND  

MANAGING YOUR SECURITY RISK.

We recognise that effective security relies on integration  
of planning and design, technology and operational 
management. Sustained security performance is a  
continuous process of review and improvement to maintain it 
to as high a standard as possible, while bringing your risk as  
low as reasonably practicable.
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From top: NEXT DC data centre; Australian War Memorial; Sydney ferries and wharves.



Incorporating best-practice security 
approaches at the planning and design 
stages of new facilities or infrastructure will 
always result in the best outcomes. 

Our consultants carefully plan and design 
security solutions using proven principles - 
such as defence in depth, crime prevention 
through environmental design (CPTED), 
engineering and risk management 
strategies - to meet client needs and reduce 
dependency on potentially costly static 
security controls.

Our team works with some of Australia’s 
largest building and design firms to: 

• Provide planning and design advice for 
new or upgraded infrastructure and assets

• Review the functional layout of facilities
• Undertake security and 

communications technology design
• Communication services and data 

cabling systems design
• Design engineering and documentation 

for project delivery and procurement
• Manage and oversee the installation of 

physical security
• Inspect, commission and test new and 

existing infrastructure
• Building and Security Information 

Modelling (BIM/SIM)

SERVICE CAPABILITY

SECURITY PLANNING, DESIGN & ENGINEERING

SECURITY TECHNOLOGY & COMMUNICATIONS

Appropriate technology is crucial to 
successful security outcomes. Our solutions 
address or enhance physical and/or 
operational security arrangements and are 
catered specifically to your requirements, 
varying according to the nature of the risk, 
budget and security level required.

They could include:
• Security management systems
• Access control systems
• Intruder detection (commercial, Class 5 

& Type 1A) alarm systems
• Duress alarm systems
• Biometric systems

• CCTV and surveillance systems
• Vehicle and pedestrian control systems
• Perimeter detection systems
• Secure network design
• Data and communications systems
• Structured cabling (fibre and copper 

backbone) systems and infrastructure
• Mobile radios and communications 

systems
• Electronic key management systems
• Contraband detection and screening 

systems
• Secure intercom and PA systems
• Physical security information systems
• Visitor management systems



SCG’s consultants provide a systematic 
approach to support the security management 
and governance of your operations. 

Our dedicated team includes specialist 
protective security and risk professionals who 
have developed and overseen security risk 
management and governance frameworks for 
owners/operators of public and private critical 
infrastructure, places of cultural importance, 
mass gatherings and commercial precincts. 

Their advice considers the:

• Local risk environment, context or profile
• Operating environment
• Operational security model

• Risk management framework
• Allocation and execution of security roles 

and responsibilities
• Level of security training & awareness

• Relevant policy and procedural frameworks
• Assurance and execution

Our services include:

• Security risk and threat assessments
• Security management plans
• Protective security advice (hostile vehicle 

mitigation, blast threat advice, etc)
• Security governance (including 

documentation development and 
implementation)

• Security audits, reviews and inspections
• Security vulnerability assessments
• Business continuity and emergency 

management
• Security and risk planning for construction, 

events and mass gatherings
• Security plans for heightened security levels 

and exercises
• Security capability development and training
• Critical infrastructure advisory
• Information security and governance
• Counter espionage and intelligence 

advisory

GOVERNANCE, RISK & ASSURANCE

“ “Pragmatic advice and systems   
  to effectively and efficiently   

  reduce security risk to an   
  acceptable level.” 
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